Mutual Evaluation
of Fiji




[ g

APG
<

The Asia/Pacific Group on Money Laundering (APG) is an autonomous and collaborative international
organisation founded in 1997 in Bangkok, Thailand consisting of 41 members and a number of
international and regional observers. Some of the key international organisations who participate with, and
support, the efforts of the APG in the region include the Financial Action Task Force, International
Monetary Fund, World Bank, OECD, United Nations Office on Drugs and Crime, Asian Development
Bank and the Egmont Group of Financial Intelligence Units.

APG members and observers are committed to the effective implementation and enforcement of
internationally accepted standards against money laundering and the financing of terrorism, in particular
the Forty Recommendations of the Financial Action Task Force on Money Laundering (FATF).

For more information about the APG, please visit the website: www.apgml.org

© October 2017 APG
No reproduction or translation of this publication may be made without prior written permission.
Applications for permission to reproduce all or part of this publication should be made to:

APG Secretariat
Locked Bag A3000
Sydney South

New South Wales 1232
AUSTRALIA

Tel: +61 2 9277 0600

E mail: mail@apgml.org
Web:  www.apgml.org

Cover image courtesy of: Likuliku Lagoon Resort, Malolo Island, Fiji.


http://www.fatf-gafi.org/media/fatf/documents/recommendations/pdfs/FATF_Recommendations.pdf
http://www.fatf-gafi.org/
http://www.apgml.org/
http://www.apgml.org/

" 9

APG
.~

Asia/Pacific Group
on Money Laundering

F1J1 1°" FOLLOW-UP REPORT 2017

1. In accordance with the APG Third Round Mutual Evaluation Procedures, attached are updates to
Fiji’s Technical Compliance Annex and Compliance with FATF Recommendations table, adopted by the
APG plenary in July 2017.

2. Fiji submitted its first follow-up report on 1 February 2017 and requested re-ratings of the following
16 Recommendations:

e R.1- Assessing risk and applying a risk-based approach
e R.5-Terrorist financing offence
o R.6 - Targeted financial sanctions related to terrorism & terrorist financing
e R.7 - Targeted financial sanctions related to proliferation
e R.10 - Customer due diligence
e R.11 - Record keeping
¢ R.15- New technologies
e R.16 — Wire transfers
e R.17 — Reliance on third parties
¢ R.18 — Internal controls and foreign branches and subsidiaries
o R.22 — DNFBPs: Customer due diligence
e R.23- DNFBPs: Other measures
o R.24 — Transparency and beneficial ownership of legal persons
o R.25-Transparency and beneficial ownership of legal arrangements
e R.28 — Regulation and supervision of DNFBPs
e R.35-Sanctions
3. As required under the APG Third Round Mutual Evaluation Procedures, an APG review team was

formed, consisting of the following three former assessors and secretariat member, to undertake the
analysis:

- Ms. Ahmutha Chadayan, Bank Negara Malaysia

- Ms. Sue Wong, Australian Transaction Reports and Analysis Centre (AUSTRAC)
- Mr. Craig Hamilton, New Zealand Police

- Ms. Melissa Sevil, APG Secretariat

4, The review team found that Fiji had made considerable progress on technical compliance with (i)
amendments to the Financial Transactions Reporting (Amendment) Act 2017 and FTR Regulations 2017
to rectify deficiencies in the enforceability of preventive measures, and (ii) enactment of the Public Order
(Amendment) Act 2017 to address deficiencies in the definition of the TF offence. The review team
concluded that progress to compliant (C) had been made on two of the 16 Recommendations subject to
re-rating, and progress to largely compliant (LC) on six Recommendations. Eight of the 16
Recommendations requested for re-rating remain at non-compliant (NC)/partially compliant (PC).



Table of Re-ratings

Recommendation MER rating Progress made to
largely compliant
(LC)/compliant (C)

Yes/No

R.1 — Assessing risk and applying a risk-based PC Yes-LC

approach

R.5 — Terrorist financing offence PC Yes-C

R.6 — Targeted financial sanctions related to NC No - PC

terrorism & terrorist financing

R.7 — Targeted financial sanctions related to NC No - PC

proliferation

R.10 — Customer due diligence PC Yes-LC

R.11 — Record keeping PC Yes-C

R.15 — New technologies PC No

R.16 — Wire transfers PC Yes-LC

R.17 — Reliance on third parties PC Yes-LC

R.18 — Internal controls and foreign branches PC Yes-LC

and subsidiaries

R.22 — DNFBPs: Customer due diligence NC No - PC

R.23 — DNFBPs: Other measures PC No

R.24 — Transparency and beneficial ownership of PC No

legal persons

R.25 — Transparency and beneficial ownership of PC No

legal arrangements

R.28 — Regulation and supervision of DNFBPs PC No

R.35 — Sanctions PC Yes-LC

5. Fiji has expressed some disagreement on those Recommendations that were not re-rated to LC or

C.

6. Fiji is continuing to take actions to address the remaining deficiencies and further re-ratings are

anticipated in the future.

APG Secretariat
October 2017
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TECHNICAL COMPLIANCE ANNEX (UPDATED JULY 2017)

Recommendation 1 — Assessing risks and applying a risk-based approach

1. Recommendation 1 is a new FATF recommendation added in the 2012 revision. Accordingly, the
2006 MER did not assess Fiji’s compliance in relation to understanding and mitigating risk, although it did
set out a range of risks relevant to Fiji and some risk mitigation measures.

2. Criterion 1.1 - The Fiji Money Laundering and Financing of Terrorism National Risk Assessment
Framework (NRA) was published in June 2015. The assessment was prepared by the National Anti-Money
Laundering Council (NAMLC), through an NRA Task Force, and with technical assistance provided by
the Asian Development Bank (ADB). While this is Fiji’s first NRA, over 2009-2011 Fiji took part in a
regional risk assessment study by the IMF. Information from this study provided Fiji with a general
understanding of the ML/TF risks, both regionally and domestically, to inform policy direction. Fiji also
conducts annual risk assessments as part of strategic analysis, based on emerging crime information.

3. Fiji’s NRA exercise was guided by a comprehensive action plan, prepared by the NAMLC in March
2014. This action plan clearly set out the objectives, benefits, scope and coordination process,
methodology, consultation process, collection framework, reporting process and the necessity for regular
updating the NRA. The NRA acknowledges the report as a foundation document that broadly outlines the
high-level ML/TF risks for Fiji. The NRA drew on data and information obtained through interviews and
workshops, as well as from government agencies, financial institutions, media reports and other public
sources and the opinions/value judgements of agencies contributing to data collection.

4, The NRA identifies Fiji’s highest-level ML/TF risk results from illicit drug-related offences and
fraud on the government in the form of tax evasion (including income tax evasion, VAT fraud and evasion
of duties and licence fees). Other ML/TF threats arise from illicit funds resulting from deception,
misappropriation, cybercrime, theft, bribery and corruption and the illicit cross-border movement of
currency. Although the financing of terrorism (TF) has not been identified in Fiji, the NRA acknowledges
that it is possible TF threats may arise from these same illicit activities and given the global concern with
widespread terrorism and terrorist activities, TF is rated more highly as a potential threat.

5. The high-risk sectors are identified as the commercial banks, restricted foreign exchange (FOREX)
dealers, investment/safe custody facilities, the real estate sector, companies (based on global concern about
the use of companies for ML/TF) and NPOs. There is no evidence of ML/TF involving NPOs in Fiji;
however, it is included as a highly vulnerable sector based on the global concern about potential TF using
NPOs. Other factors influencing the vulnerabilities arise from Fiji’s geographic location and porous
borders, significant use of the cash economy and capacity challenges with respect to human and
technological resources.

6. The NRA does not identify any specific high-risk countries either as origins of proceeds of crime
and TF with Fiji as a destination or as destination countries for proceeds and TF from Fiji. Fiji intends to
consider specific high risk countries for inclusion as part of its next NRA. Reasonable conclusions are
drawn on the main ML and TF risks for Fiji, using a range of reliable information sources. The NRA
identifies companies as a highly vulnerable sector; however, there is no evidence that the ML/TF risks
associated with all types of legal persons created in the country have been assessed, as required under R.24.
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7. Criterion 1.2 - As mentioned above, in 2014 the NAMLC adopted a comprehensive NRA action
plan. The action plan designates the Ministry of Justice as the authority to lead and coordinate the exercise,
with strategic advice to be provided by the NAMLC and the actual conduct of the NRA assigned to an
NRA Task Force. The NRA Task Force consists of senior representatives of agencies that are key
contributors to the exercise and, as a result, the NRA has been able to draw on a wide range of ministries,
agencies and non-government players to conduct the risk assessment. Beyond the NRA, data collection
strategies and resources have been adjusted to collect the additional information that will be necessary to
support future assessment of risks.

8. Criterion 1.3 - The 2015 NRA is Fiji’s first risk assessment exercise; however, Section L of the
NRA Action Plan states that Fiji will need to update the NRA on a regular basis. The authorities are
therefore aware that the NRA is a dynamic process that will require ongoing monitoring, review and
updating. The 2015 NRA indicates a further risk assessment is expected to be conducted within the next
two to five years. Anticipating this, both the action plan and the NRA promote the need to maintain
effective communication and consultation between all stakeholders to enhance collaboration and data
collection processes across agencies.

9. Criterion 1.4 - The NRA Action Plan outlines the process for providing information on the results
of the NRA to all relevant competent authorities and self-regulatory bodies (SRBs), financial institutions
and DNFBPs. The full version of the NRA report has been circulated to all the members of the NAMLC
and a condensed version has been circulated to all other stakeholders including: other relevant government
agencies, financial institutions, DNFBPs, domestic and foreign LEAs, for their internal use only. A de-
classified version of the NRA report has been published. The results of the risk assessment have also been
communicated to financial institutions and DNFBPs through a joint briefing session with their AML
compliance officers, through issuance of summary, key NRA findings and recommendations, and a media
release from the FIU.

10.  Criterion 1.5 — At the individual agency level, Fijian authorities have commenced a realignment of
resources to address identified risks in NRA. In December 2016, the NAMLC endorsed a proposal to
provide support and assistance to Police and Customs to target the critical areas of criminal proceeds
recovery and transnational illicit drug movements. This proposal reflects national co-ordination of
resources to prevent and mitigate ML/TF.

11.  Criterion 1.6 - Fiji has not utilised the exemptions provided under R.1.

12.  Criterion 1.7 - Fiji has issued guidance to financial institutions and DNFBPs which requires them to
undertake enhanced measures when dealing with higher-risk customers and transactions. This guidance is
enforceable as result of amended regulations introduced in February 2017 which provide a range of
penalties that can be imposed by the FIU upon any reporting entity who fails to comply with any
instruction, guideline or directive issued by the FIU. The FTR Act also does not require financial
institutions and DNFBPs to ensure that high-risk information is incorporated into their individual risk
assessments.

13.  Criterion 1.8 - FIU PA/5/2007 (para 4) outlines the risk-based approach that financial institutions
and DNFBPs should apply and allows simplified measures and controls for CDD and monitoring when
dealing with lower risk customers and transactions. In addition, s.21 of the FTR Regulations allows
financial institutions to undertake simplified CDD where a customer or transaction is assessed as having a
lower ML/TF risk. The requirements under a simplified CDD process are defined in s.21 (3) and (4).
Sections 13 and 19 of FIU Guideline 4 also provide guidance on simplified CDD for lower risk customers
or transactions. While the NRA has only recently been completed, the measures on the requirements for
the risk-based approach have already been included in the relevant regulations, policy guidelines and
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advisories. Financial institutions are required to undertake RBA when managing ML/TF risks and the
obligation to undertake such measures is now enforceable as a result of the 2017 amendment to the
Financial Transactions Reporting Act.

14.  Criterion 1.9 - Financial institutions and DNFBP supervisors have adequate powers of supervision,
and the regulations and guidelines are now enforceable as per the previous paragraph. The real estate sector
is a recognised risk with the NRA and therefore this sector supervisor needs to ensure that Real Estate
Agents are implementing their obligations in accordance with the sectoral risks identified in the NRA. The
FIU is currently in the process of building a closer relationship with the real estate sector through the Real
Estate Agents Licensing Board and a MOU between the two agencies was signed on 24 April 2017.

15.  Criterion 1.10 - Section 29(2) of the FTR Regulations requires financial institutions and DNFBPs to
have effective AML/CFT programmes in place that have regard to ML/TF risks, the size and nature of the
business, and the types of products and services offered by the financial institution. FIU PA/5/2007 sets out
the steps that financial institutions and DNFBPs should undertake when applying the Financial
Transactions Reporting Act 2006 (FTR Act) and regulations on a risk-based approach. Financial
institutions and DNFBPs are required to: identify and assess their ML/TF risks (para 4i); consider relevant
risk factors (such as country, customer type and product/services, geographical profile) to assess the
magnitude of risks (paras 5-8); determine the appropriate AML/CFT measures and controls to
treat/mitigate these risks (para 4ii); document their ML/TF risk assessment including the controls and
measures to be adopted by the financial institution and DNFBPs (paras 4v; 13); and monitor their risk
profile and keep this risk profile up to date to accommodate changes in the business environment and
ML/TF trends (para 4iv; paras 9-12).

16.  In addition, RBF Banking Supervision Policy Statement No. 6 requires banks and credit institutions
to undertake a risk-based approach (para 3.1) in meeting their obligations under the policy. At a minimum
this includes identifying, assessing and understanding its ML/TF risks (para 3.2). The relevant factors that
the bank and credit institution should consider in the assessment are outlined (para 3.2) and the assessment
process and techniques must be documented (para 3.3). Paragraph 14 of the FIU PA/5/2007 requires the
policies procedures and controls to be approved by management and subjected to compliance testing by a
financial institution’s internal audit function as well as by the relevant supervisory authority and the FIU.
Due to the deficiencies in the coverage of financial institutions and DNFBPs under the FTR Act, not all
financial institutions and DNFBPs are required to take appropriate steps to identify, assess and understand
their ML/TF risks.

17.  Criterion 1.11 - Section 21 of the FTR Act and s.29 of the FTR Regulations require financial
institutions and DNFBPs to establish and maintain AML/CFT policies, procedures and systems, as well as
have compliance management arrangements to ensure compliance with the measures (s.29 (1)(b) of the
FTR Regulations refers). Section 29(2) of the FTR Regulations requires these policies, procedures and
systems to have regard for the ML/TF risks. Paragraph 14 of FIU PA/5/2007 requires FIs and DNFBPs to
determine and apply appropriate AML/CFT policies, procedures and controls to mitigate ML/TF risk
identified (para 4ii). As mentioned above, these AML/CFT policies, procedures and controls should be
approved by management (para 14), and be subjected to compliance testing to monitor its implementation
(par 14). Under paragraph 4(ii) and (iii) of the FIU PA/5/2007 financial institutions and DNFBPs must
undertake enhanced measures to manage and mitigate the risks where higher risks are identified.

18.  Banking Supervision Policy Statement No. 6 requires banks and credit institutions to establish an
effective ML/TF Risk Management Framework consisting of systems, structures, processes and people to
address the ML/TF Risk Management process (para 4.1). As part of this Framework, banks and credit
institutions must develop and implement an AML/CFT Policy, which must include measures outlined in
paragraph 4.2. The AML/CFT Policy must be approved by the Board or its proxy (para 4.4).
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Implementation of the controls and measures required under the AML/CFT Policy must be monitored by
the AML compliance officer and internal audit section (para 7.1; 8.1). However, credit unions, jewellers
and dealers in precious metals and stones are not required to measures stipulated in c¢1.11, as they are not
subject to the FTR Act.

19.  Criterion 1.12 - Section 21(1) of the FTR Regulations, and ss.13 and 19 and of FIU Guideline 4,
permit financial institutions and DNFBPs to undertake simplified CDD measures if the risk of ML/TF has
been identified as lower. Some categories of customers that have been identified by the FIU as having a
lower risk are outlined under s.21(2) of the FTR Regulations; and s.13.2i and s.19.2 of FIU Guideline 4
and these can be subjected to simplified CDD. Simplified CDD is prohibited or must be terminated when
there is a suspicion of ML/TF risk (s.21(5) FTR Regulations refers). There is no requirement that financial
institutions and DNFBPs could only undertake simplified CDD measures if criteria 1.9 to 1.11 are met.

Weighting and Conclusion

20.  The NRA has recently been adopted by the government and authorities have commenced the
implementation of national strategy and alignment of resource with a risk focus. It is also significant that
regulations and guidelines designed to ensure an effective risk based compliance are now enforceable
which addresses an important deficiency. Some sectors are also not yet covered by supervisory
requirements. Fiji is rated largely compliant for R.1.

Recommendation 5 — Terrorist financing offence

21.  In the 2006 MER, Fiji was rated partially compliant with SR.1I. The main deficiencies identified
were: (1) the Proceeds of Crime (Amendment Act) 2005, which legislates the terrorism financing offences,
did not criminalize the collection or provision of property to ‘terrorist organizations’ and ‘individual
terrorists’; (2) the offence of providing or making available financial or other related services to a person
under s.70A (2)(a) of the POCA requires proof of an actual link to a specific terrorist act; and (3) it was not
clear whether the financing of a terrorist group located outside Fiji would constitute an offence under
s.70A (2)(b) of the POCA. These deficiencies were yet to be addressed at the time of evaluation, however,
it is noted that Fiji is considering a counter terrorism decree to address the deficiencies.

22. Criterion 5.1 - Fiji has criminalized TF through s.70A of the POCA. Section 70A(1) of the POCA
states that it is an offence for a person to provide, collect or make available by any means any property
either directly or indirectly intending, knowing or having reasonable grounds to believe the property will
be used in full or in part for the purposes of terrorist act. The definition of “terrorist act’ refers to any act or
omission in or outside Fiji Islands that constitutes an offence within the scope of the International
Convention for the Suppression of the Financing of Terrorism, or ‘TF Convention’, and a number of other
acts that generally correspond to the acts described in the relevant international conventions. The Public
Order (Amendment) (No. 2) Act 2017 (POA) introduced several significant provisions for purposes of
extending TF offence consistent with Article 2 of the International Convention for the Suppression of the
Financing of Terrorism. Among the newly introduced offences include offences against internationally
protected persons (s. 12F), the offence of hostage taking (s. 12G), movement of nuclear material (s. 12H),
possession or use of nuclear material (s. 121), possession or use of radioactive material or devices (s. 12J),
acts of violence on board ships or fixed platforms (s. 12K), use of nuclear material on board ships or fixed
platforms (s. 12L) plastic explosive offences (s. 12N) and terrorist bombing offences (s. 120).

23.  Criterion 5.2 - The POCA criminalizes the TF offence to a certain extent but does not expressly
criminalize the act of collecting or providing property to terrorist groups and individual terrorists when
there is no connection to a terrorist act. However, the newly introduced s. 12W and s. 12P of the POA
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sufficiently criminalizes the act of collecting property, facilitating transactions or provision of financial
services or other related services for the benefit of an organization, group or individual declared by the
court as a specified entity or listed by UNSC pursuant to the relevant Resolutions. S. 12X of the POA
adequately criminalizes the financing of foreign terrorist fighters.

24.  Criterion 5.3 - The terrorism financing offences extend to funds from both legitimate and
illegitimate sources.

25.  Criterion 5.4 - The offence of providing, collecting or making available any property to be used in a
terrorist act as provided under s.70A(1) of the POCA, as well as s. 12W and s. 12X of POA, neither
requires the property to be used in an actual terrorist act nor to be linked to a specific terrorist act.

26.  Criterion 5.5 - Even though there is no express provision in the law, based on past case law on other
crimes, the intent and knowledge required to prove TF offences can be inferred from objective factual
circumstances.

27.  Criterion 5.6 - Natural persons convicted of a TF offence under the POCA can be subjected to a
maximum fine of FJD120 000 (~USD57 000) or maximum imprisonment for 20 years or both. The low
amount of fine is mitigated by the ability of the courts to impose a combination of both fine and
imprisonment in respect of a convicted offender. Similarly, a natural person convicted of a TF offence
under the POA is liable upon a conviction to maximum fine of FJD150,000 (USD72 000) or maximum
imprisonment for 20 years or both. Persons convicted of ancillary offences are liable to the same penalty as
the TF offence.

28.  Criterion 5.7 - Criminal sanctions in the form of a fine are applicable. Legal persons that are
convicted of TF offences under s.70A the POCA are subjected to a maximum fine of FJD600 000
(~USD284 000), which is proportionate and dissuasive for legal persons. Section 71 of the POCA
legislates a number of presumptions pertaining to the establishment of ‘state of mind’ of a body corporate
in relation to conduct of its directors, servants and agents; and Part 8 of the Crimes Decree sets out the
general principles and elements that need to be proved in relation to liability of legal persons for conduct of
their directors, servants and agents. Even though there is no express provision to the effect that criminal
prosecution, and therefore sanctions, could be pursued against both the natural person and the legal person
(if any) in relation to the same offence, the applicable laws do not indicate otherwise. The sanctions
provided under the POA for TF offences are applicable to legal persons as the terminology “persons”
includes both legal and natural persons.

29.  Criterion 5.8 - Fiji’s legislative framework contains a comprehensive range of ancillary offences in
relation to TF offences.

30.  Criterion 5.9 - The TF offences are predicate offences for ML.

31.  Criterion 5.10 - The TF offences under section 70A(1) and (2)(a) of the POCA that refers to
‘terrorist act’ covers acts committed in and outside Fiji.

Weighting and Conclusion

32.  The amendments made to the POA sufficiently address the technical gaps identified in MER 2016.
Fiji is rated compliant for R.5.
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Recommendation 6 — Targeted financial sanctions related to terrorism and terrorist financing

33. In the 2006 MER, Fiji was rated non-compliant for SR Ill. The factors underlying the rating
included: (1) the scope of ‘terrorist property’ does not extend to property owned or controlled by terrorists
or those who finance terrorism and property jointly owned by ‘persons targeted by the measures’ or third
parties; (2) it was not clear whether “terrorist property’ covers property of individuals designated by United
Nations Security Council or by other designation mechanisms; (3) Fiji had not implemented the United
Nations Security Council Resolution (UNSCR) 1267 and 1373; (4) there was no system in place to
communicate freezing actions to financial institutions; (5) no guidance was issued to the financial
institutions; (6) it was not clear whether a restraining order issued under s.19B of the POCA can be
challenged and it was not clear whether any protection is available to bona fide third-parties affected by
restraining orders against terrorist property. There were also concerns that while the POCA creates a legal
framework with regard to restraining and forfeiting of terrorist assets, the implementation of the relevant
provisions had been put on hold until a comprehensive anti-terrorism law is enacted. Following the
adoption of the MER 2016, Fiji has swiftly introduced amendments to the Public Order (Amendment)
(No.2) Act 2017 in its efforts, among others, to ensure compliance with the requirements of
Recommendation 6. The amendments to the POA came into force on 17 February 2017.

34.  Criterion 6.1;

35. 6.1(a) — The Minister of Justice has been identified as the competent authority responsible for
proposing persons or entities to the 1267/1989 Committee and 1988 Committee for designation.

36. 6.1(b) — S.12P(1) of the POA sets out the criteria that will be used by Fiji for designation of
specified entities (individuals and organizations). The criteria for designation are as follows:-

Q) the individual or organisation has knowingly committed, attempted to commit or
participated in committing or facilitated the commission of a terrorist act;

(i) has knowingly acted on behalf of, at the direction of, or in association with a person or
entity which knowingly committed, attempted to commit, participated in committing or
facilitated the commission of a terrorist act; and

(iii)  an entity which is wholly owned or effectively controlled directly or indirectly by a person
or entity which has knowingly committed, attempted to commit, participated in committing
or facilitated the commission of a terrorist act.

37. 6.1(c) —The Minister may through the Attorney-General apply to the court for designation of a
person or entity as a specified entity if there is a reasonable grounds to believe that a person or entity meets
the criteria for designation. There is no restriction that a proposal for designation is conditional upon the
existence of criminal proceeding.

38.  6.1(d) — Fiji has not adopted procedures to follow the UN procedures and standard forms for listing
by the 1267/1989 Committee or 1988 Committee. However, Fiji has indicated that their domestic
procedures are consistent with the UN procedures and would be used for listing by the Committee.

39.  6.1(e) — Fiji does not have any clear policies on the information that would be provided to the
relevant United Nations committee to support a proposed designation but has indicated that the information
collected under S.12P(1) of the POA would be used. Fiji’s stance on whether Fiji’s status as a designating
state could be made known in respect of a designation to 1267/1989 Committee:

40. Criterion 6.2:
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41.  6.2(a) — The Minister of Justice has been identified as the competent authority responsible for
proposing persons or entities as specified entities.

42.  6.2(b) — S.12P(1) of the POA sets out the criteria in relation to the designation of individuals and
entities as specified entities.

43.  6.2(c) — Although there are no specific written procedures in dealing with request for designation of
a person or entity by a foreign country, such requests will be determined based on the criteria for
designation set out under s.12P of the POA, i.e. whether there are reasonable grounds to believe that a
person or entity has: (i) knowingly committed/attempted to commit/participated in committing or
facilitated in the commission of a terrorist act; (ii) knowingly acting on behalf of, at the direction of, or in
association with an entity involved in a terrorist act; or (iii) an entity wholly owned or effectively
controlled directly or indirectly by a person or entity involved in a terrorist act.

44.  6.2(d) — The Minister of Justice will make an application to court through the Attorney-General if
the Minister has reasonable grounds to believe that an entity meets the designation criteria. Fiji’s laws do
not contain any restrictions to the effect a designation is conditional upon the existence of a criminal
proceeding.

45. 6.2(e) — Based on ss.16(3) and 25(1)(f) of the FTR Act, Fiji is able to disclose identifying
information supporting the designation to a foreign FIU or appropriate foreign authority, if the person or
entity is a designated person or entity in Fiji.

46. Criterion 6.3:

47. 6.3(a) — The FTR Act and FTR Regulations do not provide any express legal powers for the
relevant authorities to collect or solicit any information to identify persons and entities where there are
reasonable grounds or reasonable basis to believe or suspect meet the criteria for designation. However, s.
12V of the POA, to a certain extent, compels persons in possession or control of a property suspected to be
terrorist property or with information regarding a transaction (including proposed transaction) involving a
terrorist property to disclose such information to FPF or LEAs. However, Fiji may rely upon the following
provisions to certain extent to collect or solicit information to identify persons and entities that meet the
criteria for designation:

(i) s.25(1)(b) of the FTR Act empowers the FFIU to collect information regarding serious offence
which include terrorist act and terrorism financing offence;

(ii) s.16 of the FTR Act requires a person to disclose the following information to FFIU:
(a) the existence of a terrorist property or suspected terrorist property in his possession; and
(b) transaction or proposed transaction involving or suspected to involve terrorist property;
(iii)s. 12V of the POA compels persons in possession or control of a property suspected to be
terrorist property or with information regarding a transaction (including proposed transaction)

involving a terrorist property to disclose such information to FPF or LEAs.

In addition, the FPF is in the position to solicit information by employing investigative mechanism to
identify persons that meet the criteria for designation.
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48.  6.3(b) — S. 12P of the POA expressly states that the court must deal with the application made by
the Minister of Justice through the Attorney-General for designation of a person or entity as a specified
entity ex parte.

49.  Criterion 6.4 - S. 12W(1)(b) and (c) read together with s. 12Q and definition of “specified entity”
under section 2 of the POA enables Fiji to implement targeted financial sanctions. The effect of those
provisions is that the specified entities under the relevant UNSC Resolutions and successor Resolutions are
listed accordingly as specified entities in Fiji as if a declaration had been made by the court pursuant to
section 12P that an entity is a specified entity. FIU or relevant agencies are required under section 12Q(2)
of the POA to publish a notice in their respective websites of any addition or removal of any specified
entity from the UNSC List.

50. It cannot be ascertained whether the targeted financial sanctions are implemented without delay.
With regard to the following mandatory measures required to be undertaken by Fiji under its applicable
national law i.e. s. 12Q of the POA, it is noted that:

(i) for designation in accordance with UNSC 1267/1989 and 1988 sanctions regime, the initial
declaration by the Minister of Justice in the Gazette that FFIU or relevant authorities publish in their
website on the list of specified entities is not available;

(ii) FFIU or the relevant agencies is required to publish in their website a notice on the list of
specified entities and to continue to give notice as and when the UNSC adds or removes any
specified from its list. At this juncture, FFIU had published a link to the updated consolidated list
maintained by UNSC.

51.  Criterion 6.5 - Fiji identified the Minister of Justice as the competent authority responsible for
implementing and enforcing targeted financial sanctions.

52.  6.5(a) — Section 12W(1)(a) of the POA pronhibits citizen of Fiji and entities incorporated in Fiji from
dealing either directly or indirectly in any property of a specified entity including funds derived or
generated from property owned or controlled directly or indirectly by the specified entity. Section
12W(3)(a) falls short of the requirement in criteria 6.5(a) as the requirement under the said provisions is
not applicable in respect of foreign citizens and foreign companies in Fiji. However, Fiji may rely on the
existing provisions under the POCA. Under an order made by the court upon application by the DPP
pursuant to s.19B (1)(a) of the POCA may prohibit natural persons and entities within Fiji from disposing
of, or dealing with, the terrorist property or any part of the property or interest except in the manner
specified in the order made by the court. The application to the court can be made ex-parte. However, such
order is still not sufficient to freeze the funds of foreign citizens and foreign entities in Fiji as the POCA
only requires freezing of the property that is identified in the restraining order and not all funds or other
assets of designated persons and entities. However, it should be noted that the court may make a restraining
order in respect of funds or other assets in Fiji or outside Fiji.

53.  6.5(b) — Pursuant to section 12W(1)(b)(i) of the POA, the citizens and entities incorporated in Fiji
are required to freeze the property of a specified entity including funds derived or generated from property
owned or controlled directly or indirectly by the specified entity. Even though no specific reference is
made to the funds jointly owned, the wording of s. 12W(1)(b)(i) is broad enough to capture all funds and
assets owned or controlled by the specified entity. The definition of ‘freezable property’ under the POA is
limited to property owned or controlled by a specified entity, a property of a person or entity designated by
the UNSC and the properties derived or generated from the above-mentioned properties. The obligations to
freeze under the POA are not confined to those that can be tied to a particular terrorist act, plot or threat.
However, it should be noted that the requirement to freeze under section 12W(1)(b)(i) does not extend to
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the property of persons and entities acting on behalf of, or at the direction of, specified entities. Due to the
inapplicability of section 12W/(1)(b)(i) of the POA in respect of foreign citizens and foreign entities in Fiji,
reliance could only be placed on s.19(b)(1)(a) of the POCA where the obligation to freeze the funds or
other assets of designated persons and entities is only applicable in respect of the property that is identified
in the restraining order issued by the court. Under the POCA, the definition of ‘terrorist property’ covers
both property that is proceeds from a terrorist act or a property that has been, is being, or is likely to be
used to commit a terrorist act or used by a terrorist group or a property that is owned or controlled by a
terrorist group. With regard to property that is jointly owned with the designated persons or entities, it is
not clear whether the entire property can be frozen.

54.  6.5(c) — S. 12W(1)(b)(iv) of POA prohibits citizens of Fiji and entities incorporated in Fiji from
making available any property or any financial or other related service, directly or indirectly, for the benefit
of a specified entity. Nevertheless, the prohibition is not applicable to foreign citizens and foreign entities
in Fiji. S.12W(1)(a) of the POA prohibits persons within Fiji and entities incorporated in Fiji from
providing funds for the use of a specified entity. The prohibition under S.12W(1)(a) of the POA which is
applicable to all “persons” and entities incorporated in Fiji can be read to include foreign national and
foreign entities in Fiji due to the interpretation of the word “person”. Fiji does not fully comply with
criteria 6.5(c) as s.12W(1) does not prohibit the act of making available funds as well as financial or related
services to the entities owned or controlled directly or indirectly by specified entities and persons acting on
behalf of, or at the direction of, specified entities. Section 70A(2)(b) of the POCA to a certain extent
prohibits provisions of financial or related financial services for the benefit of a terrorist group. However,
the POCA does not specifically impose any prohibition on persons and entities within Fiji from making
available any funds, other assets or economic resources to the designated persons and entities, entities
owned or controlled directly or indirectly by designated persons and entities and persons and entities acting
on behalf of, or at the direction of, the designated persons and entities.

55.  6.5(d) - The recent amendments to the POA empower Fiji to adopt the designations made by the
UNSC under the relevant UNSC Resolutions. The adoption is subject to certain pre-requisites stipulated
under the POA including an initial publication of a notice by the Minister in the Gazette declaring that the
FIU and relevant Government agencies will publish in their respective websites of the list of specified
entities designated by UNSC. Subsequently, the authorities will give notice on the additions to and
deletions of specified entities from the UNSC List. FFIU has published on its website a link to the updated
consolidated list maintained by UNSC. Domestic designations will be made through declarations by the
court which must be published in the Gazette. It should be noted that Fiji has yet to operationalize the
implementation of the targeted financial sanctions relating to terrorism and terrorist financing under the
POA. No guidance has been issued to the financial institutions and DNFBPs in accordance with this sub-
criterion.

56.  6.5(e) - Section 12V of the POA requires any person, which would include financial institutions and
DNFBPs, to report the existence of any property of a specified entity and transactions or attempted
transactions involving specified entities to FPF or authorised relevant enforcement agencies.

57.  6.5(f) - Section 20(1) of the FTR Act provides protection from civil, criminal or disciplinary action
for disclosures made to the FIU whether the persons or entities are in possession or control of the terrorist
property or transactions involving terrorist property. The protection under s.16 of the FTR Act is not
sufficient to protect the rights of bona fide parties acting in good faith when implementing targeted
financial sanctions.

58.  Criterion 6.6:
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59. 6.6(a) - There are no publicly known procedures for submission of de-listing requests to the
relevant UN Committee for those designated persons and entities who no longer meet the designation
criteria.

60. 6.6(b) — The procedures and mechanism to de-list and unfreeze funds of specified entities are not
publicly available.

61. 6.6(c) — S. 12R of the POA legislates the procedure pertaining to the application to the court for
revocation of an earlier declaration of a person as a specified entity. An application for such declaration
can either be made by the Attorney-General upon the advice of the Minister or the specified entity itself. In
cases where the application for revocation of a declaration is made by the specified entity itself, the
specified entity is required to give a reasonable written notice of the application to the Minister and the
Attorney-General. In hearing an application made by the specified entity, the court may hear from the
Minister through the Attorney-General. 12R(6) of the POA states that specified entities listed in Fiji due to
their listing under UN sanctions regime will automatically cease to be specified once they are delisted by
the UNSC or UN Sanctions Committee. The procedure on hearing in relation to revocation of designation
is set out in s.12S of the POA while s.12T contains provisions pertaining to the review of declarations
made by the court under s.12P(3) and 12Q(1) of the POA by the Minister of Justice every 3 years. In
addition, judicial review may be available to ensure that the “’process’” of designation is undertaken in
accordance with the rules in place, but there are no publicly known procedures providing for a substantive
review of a particular designation.

62. 6.6(d) - There are no specific procedures to facilitate review by the 1988 Committee including
those Focal Point mechanisms with regard to the designation pursuant to the UNSCR 1988. However, s.
12T of the POA requires the Minister to review a deemed declaration made by Fiji every three years due to
a listing by UN in accordance with UNSCR 1988. If there are no reasonable grounds for a declaration to
continue to apply to a specified entity, the Minister of Justice may request to the Attorney-General to apply
to the court for the declaration to be revoked at national level.

63.  6.6(e) - There are no procedures informing the designated persons and entities on the availability of
the United Nations Office of the Ombudsperson to accept de-listing petitions.

64.  6.6(f) - There are no procedures to unfreeze funds or other assets of innocent third parties who are
inadvertently affected by the freezing.

65. 6.6(g) — Delistings by UNSC will be communicated to the general public including Fls and
DNFBPs through publications of notice by FIU and relevant government agencies on their respective
websites. Revocation of a declaration of a person as a specified entity by court is required to be published
in the Gazette. No guidance has been provided to financial institutions and DNFBPs on de-listing and acts
of unfreezing. However, such guidance can be communicated through FIU and RBF’s usual
communication channels with the public and Fls as well as DNFBPs.

66.  Criterion 6.7 — While the POA requires freezing of property by citizens of Fiji and entities
incorporated in Fiji, the access to frozen funds for permitted purposes are not legislated. Under the POCA,
the court that is empowered to make freezing orders has the discretion to allow access to the funds or other
assets. The court may allow access to frozen funds or other assets for purposes of basic expenses, payment
of certain fees, expenses and service charges or extraordinary expenses, however, this is not regulated to be
in keeping with conditions set by the UN in UNSCR 1452.

Weighting and Conclusion
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67.  The deficiencies in the legislative provisions in the POA dealing with requirement to freeze
property of specified entities include:

() foreign citizens and foreign entities in Fiji are not subject to the relevant provision in POA
requiring freezing of properties of the specified entities; and

(i) there is no requirement to freeze property of persons and entities acting on behalf of, or at the
direction of, specified entities.

68. Fiji is rated partially compliant for R.6.
Recommendation 7 — Targeted financial sanctions related to proliferation

69. Recommendation 7 is a new requirement that was added to the FATF recommendations in 2012 and
S0 was not assessed in Fiji’s 2006 MER.

70.  Criterion 7.1 - Fiji has amended its POA to introduce s. 12W which is a common provision for
implementation of targeted financial sanctions relating to both proliferation financing and terrorist
financing. S.12W(1)(b) of the POA states that where a declaration has been made by the court under
s.12P(3) or specified entities declared pursuant to s.12Q(1) in line with UNSC Resolutions 1718 and 1737
and successor resolutions, citizens of Fiji and entities incorporated in Fiji are subject to the prohibitions
stated in s.12W(b) to (d) of the POA which sets out the obligation to freeze funds of a specified entity or
facilitating a transaction involving funds of a specified entity, providing any financial or other related
services for the benefit of a specified entity or make available funds for the benefit of a specified entity.
S.12W(1)(a) of the POA prohibits persons or entities incorporated in Fiji from providing or collecting by
means, directly or indirectly, property to be used by a specified entity. It cannot be ascertained whether Fiji
is implementing the relevant targeted financial sanctions without delay as the following information on the
mandatory pre-requisites in s.12Q of the POA relating to adoption of UN listed entities are not available:-

(1) Notification in the Gazette by the Minister declaring that the FIU or relevant agencies must
publish in their websites a notice of the list of specified entities as well on additions or
removal of specified entities in accordance with any addition or removal made by the
UNSC,;

(i) Notifications published by FIU or the relevant authorities in their website on the list of
specified entities and any additions or deletions to such list.

71.  Criterion 7.2 - The provisions in the POA, in particular s.12P, 12Q and 12W, establish legal
authority for implementation and enforcement of targeted financial sanctions related to proliferation. Fiji
has identified the Ministry of Justice as the responsible competent authority for implementing and
enforcing targeted financial sanctions related to proliferation.

72. 7.2(a) - S. 12W(1)(b)(i) of the POA requires citizens of Fiji and entities incorporated in Fiji within
or outside Fiji not to deal wit