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FINANCIAL TRANSACTIONS REPORTING ACT 2004
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Reporting Act 2004, I appoint 1 January 2008 as the date on which Section 13 and Part 5
of the Act come into force.

Dated this 30th day of April 2007.

A. S. KHATYUM
Attorney-General, Minister for
Justice, Electoral Reform & Anti-Corruption
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THE FINANCIAL TRANSACTIONS REPORTING ACT 2004
(Act No. 22 of 2004)

Financial Transactions Reporting Regulations 2007

IN EXERCISE of the powers conferred upon him by section 42 of the Financial Transactions
Reporting Act 2004, the Attorney General and the Minister of Justice, has made the following
Regulations: —

PART 1 — PRELIMINARY

Short title and commencement
1.—(1) These Regulations may be cited as the Financial Transactions Reporting
Regulations 2007, and come into force on 1st May 2007.

(2) Afinancial institution must achieve full compliance with the requirements of these
Regulations before 31st December 2007.

Interpretation
2.—(1) For the purpose of the definition of “occasional transaction” in section 2 of the
Act and the threshold of an occasional transaction in section 4(9)(d) of the Act, “occasional
transaction” shall mean a transaction not exceeding $5,000.

(2) For the purpose of section 13(1) and (2) of the Act, the threshold for reporting
financial transactions is prescribed as:

(a) transaction of an amount in cash of $10,000 and above or its equivalent in
foreign currency;

(b) the sending out of the Fiji Islands, at the request of a customer any electronic
fund transfer;

(c) thereceipt from outside the Fiji Islands of any electronic funds transfer, sent
at the request of a customer.

(3) Pursuant to paragraph (c¢) of the definition of “terrorist group™ in section 2 of the
Act, “terrorist group”, for the purpose of these Regulations, includes the individuals and
entities set out in—

(a) the current consolidated list of individuals and entities issued by the bodies
established pursuant to the United Nations Security Council Resolution 1267
and 1373; or

(b) any other recognised list of terrorist groups that include individuals and
entities listed in the consolidated list in sub regulation 4(a).

Risk Based Approach in Applying these Regulations
3.—(1) A financial institution may apply the requirements of these Regulations on a
risk-based approach.
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(2) Without prejudice to the requirements under Part 2, the extent of implementation
by an institution may depend on the degree of risk of money laundering or terrorist financing
associated with the customer, transaction or product.

(3) The approach of a financial institution in applying the requirements of these
Regulations must be in accordance with approved policies and procedures as specified in
Part 4.

Requirement to deter and prevent money laundering and the financing of terrorism
4. For purposes of section 42(a), Part 2 and Part 3 of the Act, a financial institution
must develop and implement such policies, procedures and measures as are necessary
and sufficient to deter and prevent such institution from being used for money laundering
and terrorist financing and to achieve compliance with the applicable requirements of the
Act. -
PART 2 - CUSTOMER DUE DILIGENCE

Requirement for customer due diligence
5.  Without limiting section 4 of the Act, a financial institution must undertake the
customer due diligence measures set out in these Regulations, and such customer due
diligence includes —
(a) identification of customers, including beneficial owners and controllers and
the verification of the customers’ identity;

(b) gathering information on customers to create a customer profile;
(c) application of acceptance policies to new customers;
(d) maintenance of customer information on an ongoing basis; and

(e) on-going monitoring of customers and transactions.

Customers exempted from customer due diligence requirements
6. Forthe purposes of section 4(4)(c) and (d) of the Act, the requirement for customer
due diligence does not apply to a customer in respect of a person carrying on the business
of—
(a) an insurer for the issue of a non-investment type insurance policy such as a
third party insurance policy or travel insurance policy;

(b) a money lender as defined in the Money Lenders Act (Cap. 234) if the
transaction or total loan for a customer is less than $5,000;

(c) a consumer credit provider, including financial leasing, hire purchase and
similar credit, if the transaction, inclusive of credit provided, is less than
$5,000.

(d) a money services provider for business or activity of collecting, holding,
exchanging or remitting funds or the value of money, or otherwise negotiating
transfers of funds or the value of money, on behalf of other persons where
the transaction is less than $5,000 and if such transaction is completed
domestically within Fiji and does not involve any foreign currency.
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Scope of customer identification
7. When conducting customer identification and verification, a financial institution
must—
{a) obtain the following information about the customer—

(i) name of the customer;
(ii) the permanent residential or business address in Fiji
(iii) the date of birth;
(iv) the occupation, business or principal activity (including name of
employer or nature of self-employment or business)

(v) the specimen signature;
(vi) the source of funds;
(vii) the citizenship.

(b) verify the information obtained in paragraph (a).

Identification of customers who are natural persons
8.—(1) For a customer who is natural person, a financial institution must identify the
customer on the basis of one or more of the following documents—
(a) a valid passport;
(b) a birth certificate;
(c) amarriage certificate;
(d) acitizenship certificate;
(e) avalid driver’s licence;
(f) avalid Fiji National Provident Fund membership card;
(g) any other evidence of identity, as may be determined by the Unit.

(2) When a financial institution has identified the customer, the financial institution
must then verify the identity of the customer using reliable, independently sourced and valid
documents, data, or information which must include one or more of the following—

(a) bank statement or account statement issued by another financial institution
if the person previously transacted with a bank or financial institution and
that bank or financial institution had confirmed the person’s identity;

(b) tax identification number and acknowledgement from Fiji [slands Revenue
and Customs Authority;

(c) notice of taxation assessment by the Fiji Islands Revenue and Customs
Authority;

(d) utility bill for electricity, water, telephone or other similar services issued
by the authority responsible for the supply of such services;

(e) municipal business licence certificate or municipal rates statement or
invoice;

(f) mortgage statement from another financial institution;

(g) cellular phone account statement;

(h) television account statement;

(i) long-term or short-term insurance policy document issued by an insurance
company ;
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motor vehicle licence or registration document;

land or other property ownership document or title;

employment identification card or a letter from the employer;

pay or salary slip;

identification card issued to a student at a tertiary or technical education
institution;

verification by a suitable referee as approved by the financial institution;
other evidence which the financial institutions determines with the approval
of the Unit is reasonably capable of verifying the identity of the customer;
such other document, data or information as may be specified by the relevant
supervisory authority or the Unit.

Identification of customers who are non-Fiji citizens

9. For a customer who is non-Fiji citizen, in addition to the requirements of regulation 8,
a financial institution must obtain and conduct verification of the following documents—

(a)
(b)

(c)

a current and valid passport or any other travel document issued by a foreign
government or recognized international organisation;

current and valid work, business or other permit or visa issued by the Fiji
Immigration Department;

current and valid employment or student status document issued by the
customer’s employer or the education institution in Fiji.

Identification of customers who are legal persons or legal arrangements

10.—(1) For a customer that is a legal entity or other form of legal arrangement, a
financial institution must obtain and verify —

(a)

(b)

(c)

(d)

(e)

the customer’s name, address and legal form, obtaining proof of incorporation
or similar evidence of establishment or existence including a certificate of
registration from the Registrar of Companies, Registrar of Businesses or a
trust instrument;

the legal provisions that set out the power to bind the customer including the
memorandum and articles of association or trust instrument or other legal
instruments;

the identity of the natural person purporting to act on behalf of the customer,
using reliable, independently sourced documents as provided in regulation
9;

the legal provisions that authorize the above natural person(s) to act on behalf
of the customer (such as a resolution of the board of directors or statement
of trustees on opening an account and conferring authority on those who
may operate the account);

where the customer is a business, either for profit or otherwise, the business
licence from the relevant local authorities or from the municipal council.

(2) In this regulation—
“legal person” means bodies corporate, foundations, partnerships or associations, or
any similar bodies that can establish a permanent customer relationship with
a financial institution or otherwise own property;

“legal arrangement” refers to express trusts or other similar legal arrangements.
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(3) Afinancial institution must take reasonable measures to understand and document
the ownership and control structure of the legal person or arrangement including the name
and permanent residential address of the natural person(s) who ultimately owns or controls
the legal person or arrangement.

(4) For a customer that is a company, limited partnership, or similar form of
arrangement, a financial institution must identify and verify the identity of the principal
owner of the company, limited partnership or similar form of arrangement and must at a
minimum identify —

(a)

(b)
(c)

each natural person who owns directly or indirectly 30 percent or more of
the vote or value of an equity interest in the company, limited partnership,
or similar arrangement; and

any person exercising effective control of the company, limited partnership
or similar arrangement; and

each natural person who exercises a signing authority on behalf of the
company, limited partnership, or similar arrangement.

(5) For the purpose of sub regulation (4), the financial institution may not undertake
identification and verification of the principal owners if the customer is—

(a)

(b)

a public company quoted on the South Pacific Stock Exchange or other
exchanges supervised by the Capital Markets Development Authority; or

a non-resident public company subject to adequate regulatory disclosure
and is quoted on a stock exchange and is in a jurisdiction that is
implementing effectively the Financial Action Task Force (FATF) 40 + 9
Recommendations. (FATF was formed in 1989 by G7 countries as an inter-
governmental body whose objective is to develop and promote policies to
combat money laundering and terrorist financing. The 40 recommendations
were issued in 1990 and revised in 2003. The 8 recommendations were
initially issued in 2001 and 1 additional recommendation was issued in
2004. The International Monetary Fund and the World Bank have adopted
the FATF 40 + 9 Recommendations in 2004 in the revised methodology
for assessment of anti-money laundering and combating the financing of
terrorism systems.)

(6) Foracustomer that is a trust or other similar arrangement, the financial institutions
must identify and verify the identity of the settlor and trustee, and any beneficiary whose
interest is 30 percent or more of the value of trust or arrangement.

(7) In determining indirect ownership of equity interests—

(a)

(b)

an equity interest held by a company, limited partnership, trust or other
similar arrangement, must be considered as being owned proportionately
by its shareholders, partners, or vested beneficiaries; and

an equity interest held by a family member must be considered as also being
owned, in its entirety by each family member (family members include
brothers and sisters, whether by the whole or half blood, spouse, ancestors,
and lineal descendants).
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Identification of non-face-to-face customers
11. In the case of non-face-to-face customers, in addition to the requirements of

regulation 8, a financial institution must use other additional procedure for identification and
verification to ensure compliance with customer identification and verification requirements,
and such procedure may include —

(a) certification of documents presented;

(b) requisition of additional documents to complement those that are required

for face-to-face customers;
(c) independent contact with the customer by the financial institution;
(d) third party introduction;

Identification of customers who are non-profit organisations
12. For customers that is a non-profit organization, group or agency (such as a charitable
and religious organization), a financial institution must also satisfy itself as to the legitimate
purpose of such organization, group or agency, such as reviewing the charter, constitution
or trust instrument of the organization, group or agency.

Identification of insurance beneficiaries
13.—(1) For life insurance or an investment-linked insurance, in addition to the
requirements of regulation 8, a financial institution must identify each beneficiary under the
policy and verify the identity of such beneficiary using reliable and independently sourced
documents as provided in regulation 8.

(2) A financial institution may undertake the identification and verification of a
beneficiary before the time of payout or the time the beneficiary intends to exercise the
right under the policy.

Determination of persons on whose behalf the customer is acting
14.—(1) For the purposes of section 4(7) of the Act, a financial institution must take
reasonable measures to determine if a customer is acting on behalf of any other person or
persons including on behalf of a beneficial owner or a controller.

(2) If a financial institution determines that the customer is acting on behalf of any
other person, the financial institution must identify and verify the identity of the person on
whose behalf the customer is acting using reliable, independently sourced documents as
provided in regulation 9.

Delay in verification of customers
15. Pursuant to section 4(4)(d) of the Act, a financial institution may delay completion
of the customer verification process for a given category of customers if:

(a) the financial institution identifies the circumstances in which customer
verification can be delayed and the procedures to be followed to manage
the risk concerning delayed customer verification;

(b) verification occurs as soon afterwards as reasonably practical;

(c) the delay is essential to not interrupting the normal course of business;
and

(d) the money laundering and financing of terrorism risks are effectively
managed.
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Reliance on third parties or intermediaries
16.—(1) For the purposes of section 6 of the Act, a financial institution may rely on
certain third parties or intermediaries to perform the customer identification requirements
of the Act as provided in this regulation and guidelines issued by the relevant supervisory
authority or the Unit.

(2) Afinancial institution may rely on another financial institution to perform customer
identification requirements.

(3) Afinancial institution may rely on a non-financial institution to perform customer
identification requirements if the financial institution is satisfied that the third party
intermediary is adequately regulated and supervised and such intermediary has measures
in place to comply with the customer identification requirements of the Act and these
Regulations.

(4) When relying on a third party or intermediary as set out in sub regulations (1), (2)
and (3), the financial institution must—

(a) be satisfied that the customer due diligence procedures of the intermediary
are as rigorous as those which the financial institution would have conducted
itself for the customer;

(b) enter into a written agreement with the third party or intermediary that it
will verify promptly the due diligence undertaken by the third party or
intermediary at any stage;

(c) be satisfied that the third party or intermediary is subject to customer
identification and verification requirements comparable with the Act and
these Regulations;

(d) be satisfied that the third party or intermediary is subject to supervision to
enforce the customer identification and verification requirements;

(e) not be subject to any action that calls into question its execution of those
policies, and is located in a jurisdiction that is implementing effectively the
FATF 40 + 9 Recommendations.

(5) If a financial institution relies on a third party or intermediary, the financial
institution must immediately obtain from the third party or the intermediary the customer
identification information required in this Act or these Regulations.

(6) A financial institution must take adequate steps to satisfy itself that any copy of
identification data and other relevant documentation relating to the information will be
made available without delay.

(7) A financial institution must not rely upon—
(a) athird party or intermediary identified by the relevant supervisory authority
or the Unit as not complying with customer identification and verification
requirements comparable with the Act or these Regulations; or

(b) a third party or intermediary which the financial institution has reason to
believe is not complying with such requirements.
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(8) A financial institution must not rely upon any third party or intermediary specified
in writing by the Unit.

(9) Despite the provisions of this regulation, a financial institution is still ultimately
responsible for the implementation of the customer identification and verification
requirements under the Act and these Regulations.

On-going monitoring of customers
17.—(1) For the purposes of sections 10 of the Act, a financial institution must gather
and maintain customer information on an on-going basis and monitor transactions on an
on-going basis.

(2) The monitoring system must, taking into account the size and nature of business
of a financial institution, be capable of identifying any transaction that is—
(a) from any source or to any recipient, identified as being of questionable
legitimacy;
(b) unusual in terms of —
(i) theamount, suchasby reference to predetermined limits for the customer
in question or to comparative figures for similar customers;
(i) the type, such as international wire transfers for the customer in
question;
(iii) the number, such as high account activity in relation to the size of the
balance of the customer in question; and
(iv) any other risk factor identified by the financial institution.
(c) identified in writing by the Unit, as being a transaction that the financial
institution must monitor.

Continuous due diligence of customers-customer profile
18.— (1) For the purposes of section 11 of the Act, a financial institution must create
and maintain a customer profile for each customer of sufficient nature and detail to enable
the financial institution to monitor any transaction of the customer, apply enhanced customer
due diligence where necessary, and detect suspicious transactions.

(2) A customer profile must include —

(a) relevant information as to the normal and reasonable activity for particular
types of customer taking into account the nature of the customer’s
business;

(b) acomprehensive picture of the customer’s transactions;

(¢) where necessary, the source and legitimacy of the funds;

(d) the overall relationship with the financial institution.

Purpose of transaction, origin and destination of funds
19.—(1) In addition to regulations 17 and 18 and for the purposes of section 4(6)
of the Act, a financial institution must implement internal controls and procedures that
establish the general purpose, type, volume and value, and the origin and destination of
funds involved in a transaction.
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(2) Aninternal control and procedure referred to in subregulation (1) may include the
following— '
(a) any measure required under Part 2;
(b) any other additional measure to ensure that the required information is
obtained when a transaction is conducted by the customer;
(3) A financial institution—
(a) must not proceed with the attempted transaction if it had failed to ascertain
the required information;
(b) must report such transaction to the Unit as a suspicious transaction under
section 14 of the Act; and
(c¢) must not proceed with such transaction unless directed to do so by the
Unit.

Enhanced customer due diligence for higher risk customers
20.—(1) For the purposes of section 4(1) and pursuant to section 4(4)(c) of the Act, a
financial institution must undertake enhanced customer due diligence of any customer and
any transaction that the institution have determined is of higher risk of money laundering
and financing of terrorism.

(2) Any enhanced customer due diligence must include enhanced —
(a) scrutiny of customer’s identity (including of the beneficial owner and
controller);
(b) scrutiny of the source and legitimacy of funds;
(c) transaction monitoring; and
(d) customer profiling.

(4) Any enhanced customer due diligence must be applied to any higher risk customer,
business relationship or transaction, as appropriate at each stage of the customer identification
and verification process.

(5) In addition to measures required in sub regulation (4), a financial institution must
have policies and procedures in place and must ensure an effective implementation of these
measures to address any specific risk associated with non-face-to-face business relationship
or transaction.

(6) Pursuant to sections 4(3) and 4(4)(c) of the Act, a financial institution must
undertake enhanced customer due diligence in relation to a politically exposed person, as
a category of high risk customer.

(7) A financial institution must put in place appropriate risk management systems to
determine whether a customer, a potential customer or the beneficial owner is a politically
exposed person.

(8) A relevant supervisory authority or the Unit may issue guidelines specifying the
factors a financial institution must take into account when determining whether a customer
is of a higher risk.
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(9) A financial institution must not enter into a business relationship with a higher
risk customer unless a senior member of the financial institution’s management has given
approval in writing.

Simplified customer due diligence for lower risk customers
21.—(1) For the purposes of section 4(1) and pursuant to section 4(4)(c), a financial

institution may apply a simplified customer due diligence procedure in certain circumstances
if—

(a) the risk of money laundering or financing of terrorism is lower;

(b) information on the identity of the customer and the beneficial owner of

a customer is publicly available; or
(c) adequate checks and controls exist in Fiji.

(2) For the purposes of sub regulation (1), customers which may be subject to
simplified due diligence procedures include—
(a) licensed and regulated financial institutions;
(b) locally incorporated public companies that are subject to regulatory and
disclosure requirements;
(¢) Fiji Government administrations or enterprises;
(d) local governments and municipal councils;

(3) Simplified customer due diligence may include a lower level of —
(a) scrutiny for customer identification;
(b) scrutiny of the source and legitimacy of funds;
(c) scrutiny of the legitimacy of the recipient of funds;
(d) transaction monitoring; and
(e) customer profiling.

(4) A financial institution, as a minimum requirement, must obtain information about
the name and address of the customer, occupation and the legal form and nature of business
and activity conducted by the customer.

(5) Afinancial institution must terminate simplified customer due diligence procedures
when there is suspicion of money laundering or terrorist financing or conditions under
regulation 21 apply.

(6) The relevant supervisory authority or the Unit may issue guidelines specifying what
factors a financial institution must take into account when determining whether customers
are of a lower risk.

Due diligence of existing cusiomers
22. A financial institution must—
(a) apply customer due diligence requirements on existing customers on the
basis of materiality and risk; and
(b) conduct due diligence on such existing relationships at appropriate time as
specified in the financial institution’s internal policies and procedures.
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Originator information requirement
23.—(1) For the purposes of section 12 of the Act, a financial institution carrying on
the business or activity set out in paragraph (a) and (f) of the Schedule to the Act must ensure
that for all electronic funds transfer transactions and all other forms of funds transfers, it
obtain and maintain full originator information and verify that the information is accurate
and meaningful.

(2) Full originator information includes —
(a) the name of the originator;
(b) the originator’s bank and account number, or a unique reference number if
there is no account number;
(c) the originator’s address;
(d) the amount of payment order;

(3) For cross-border electronic funds transfers and any other forms of funds transfers
(including transactions using a credit or debit card to effect a funds transfer), the ordering
financial institution must include full originator information in the message or payment
form accompanying the funds transfer.

(4) For any domestic funds transfer (including a transaction using a credit or debit
card, as a payment system to effect a money transfer), the ordering financial institution
must include either—

(a) full originator information in the message or payment form accompanying
the electronic funds transfers and all other forms of funds transfers; or

(b) only the originator’s account number or, where no account number exists,
a unique identifier, within the message or payment form, providing that full
originator information can be made available to the beneficiary financial
institution and to the Unit, within 3 business days of receiving a request.

(5) If a cross-border electronic funds transfer and any other forms of transfer is
contained within a batch transfer and is sent by a financial institution, the batch transfer
may be treated as a domestic electronic funds transfer.

(6) A financial institution must ensure that any non-routine transaction is not batched
if this would increase the risk of money laundering or terrorist financing.

(7) An intermediary in the payment chain must maintain all the required originator
information with the accompanying funds transfer.

(8) Abeneficiary financial institution must identify and scrutinize a funds transfer that
are not accompanied by complete originator information and constitute an enhanced risk
of money laundering and financing of terrorism.

(9) For the purposes of subregulation (8), a financial institution must have in place
procedures to address funds transfers that are not accompanied by complete originator
information and as a minimum these procedures must include —

(a) the financial institution requesting the missing originator information from
the financial institution that sent the funds transfer;
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(b) if the missing information is not forthcoming, the requesting financial
institution must consider whether, in all the circumstances, the absence of
complete originator information creates or contributes to suspicion about
the funds transfer or a related transaction;

(c) if the funds transfer is deemed to be suspicious, then it must be reported by
the requesting financial institution to the Unit under section 14 of this Act
and the financial institution may decide not to accept the funds transfer.

PART 3 —- REPORTING OF TRANSACTIONS AND INFORMATION

Reporting of suspicious transactions
24.—(1) For the purposes of section 14(2) of the Act, a financial institution must
report any transaction referred to in section 14(1) of the Act in Form 1 as set out in the First
Schedule — Suspicious Transaction Report (STR).

(2) A financial institution must report to the Unit—
(a) all suspicious funds and transactions, including attempted transactions, and
all suspicious information;
(b) pursuant to section 7 of the Act, all transactions and attempted transactions
for which satisfactory evidence of identity has not been obtained under the
Act and this Regulation; or
(c¢) pursuant to section 16 of the Act, information relating to terrorist groups.

(3) A-relevant supervisory authority and the Unit may issue guidelines relating to the
reports to be made under section 14 of the Act.

Reporting of cash transactions
25.—(1) For the purposes of section 13(1) of the Act, a financial institution must report
to the Unit any transactions of an amount in cash of $10,000 and above or its equivalent in
foreign currency except as provided for in sub regulations (2) and (3).

(2) Pursuant to section 42(a) of the Act, a financial institution set out in sub regulation
(3) need not report the following class of transactions of an amount in cash of $10,000 and
above or its equivalent in foreign currency;

(a) transactions with established retail customers, as specified in writing by
the Unit except transactions involving the selling of vehicles, vessels, farm
machinery, aircraft, jewelleries, or other high value commodities;

(b) transactions with Fiji government authorities;

(c) routine pay-roll transactions;

(d) transactions with other class or type of customers, as specified in writing by
the Unit.

(3) Sub regulation (2) applies to a financial institution carrying on a business or activity
of:
(a) banking;
(b) an insurer; or
(c) foreign exchange.
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(4) A financial institution must report transactions under sub regulation (1) in Form
2 as set out in the First Schedule — Cash Transaction Report (CTR).

Reporting of electronic funds transfer (EFT) transactions
26.—(1) For the purposes of section 13(2) of the Act, a financial institution that
carries on the business or activity set out in paragraph (a) or (f) of the Schedule to the Act
must report to the Unit—
(a) the sending out of the Fiji Islands, at the request of a customer, any electronic
funds transfer;
(b) the receipt from outside the Fiji Islands of any electronic funds transfer, sent
at the request of a customer.

(2) A financial institution must report transfers under sub regulation (1) in Form
3 as set out in the First Schedule ~Electronic Funds Transfer Transaction Report (EFTR).

Mode of Reporting
27.—(1) Afinancial institution may transmit to the Unit a report referred to in regulation
24, 25 or 26 through the following—

(a) electronically by a secure reporting system established by the Unit;

(b) electronically by secure email:

(c) in a diskette, compact disc or other similar form:

(d) by submitting the completed forms in writing by hand delivery or by
registered post;

(¢) by submitting the completed forms in writing by facsimile;

(f) by telephone provided that any report made by telephone is confirmed in
writing by method referred to in paragraph (a) to (e).

(2) Notwithstanding sub regulation (1), a financial institution must report to the Unit
the reports referred to in regulation 24, 25 or 26 electronically by a secure reporting system
established by the Unit, if 250 transactions of each type are reportable in a year.

(3) The report referred to in regulation 24 shall be submitted as soon as practicable
after the financial institution forms the suspicion or obtains the information referred to in
section 14(1)(b) of the Act but no later than 2 working days after the forming of the suspicion
or the receipt of the information.

(4) If practicable, a suspicious transaction report must be filed before a transaction is
made.

(5) Areport required under regulation 25 or 26 shall be transmitted to the Unit —
(a) nolater than the end of 5 working days after the day in which the transaction
was undertaken; or
(b) within such other period as the Unit may specify for any particular class of
customers, class of transactions, or class of financial institutions.

(6) The reports may be transmitted by batch, and the Unit and a financial institution
must agree as to what constitutes a batch.
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(7) A relevant supervisory authority or the Unit, shall issue guidelines in relation to
the reporting of transactions referred to in regulation 24, 25 or 26.

Details to be reported
28.—(1) The suspicious transaction report referred to in regulation 24 must contain
all relevant information concerning the customer, transaction and financial institution, as
set out in Form 1 of Schedule 1.

(2) The cash transaction report referred to in regulation 25 must contain all relevant
information concerning the customer, transaction and financial institution, as set out in
Form 2 of Schedule 1.

(3) The electronic funds transfer transaction report referred to in regulation 26 must
contain all relevant information concerning the customer, transaction and financial institution
as set out in Form 3 of Schedule 1.

(4) The Unit, after consultation with the financial institution, may —
(a) waive compliance with certain parts of the reporting forms referred to in
regulation 25, 26, 27; and
(b) determine the mandatory and optional details to be reported under
subregulation (1), (2) or (3).

PART 4 — INTERNAL PROCEDURES, POLICIES, SYSTEMS AND CONTROLS

Adoption and Implementation of Internal Procedures, Policies, Systems, and Controls
29. For the purposes of section 21 of the Act, a financial institution must adopt and
implement effective programmes against money laundering and financing of terrorism that
must include—

(a) written procedures, policies, systems, and controls to deter and prevent
money laundering and financing of terrorism in accordance with this Act
and these Regulations.

(b) written internal procedures, policies, and controls, including compliance
management arrangements, to ensure compliance with this Act and these
Regulations.

(2) The programmes referred to in sub regulation (1), regulation 4 and regulation 5 must
have regard to the risk of money laundering and financing of terrorism, the size and nature
of business, and the types of products and services offered by the financial institution.

Internal controls and policies on shell banks
30.— (1) Without limiting the generality of the requirements of section 5 of the Act,
for purposes of section 21 and 42 of the Act, the internal controls and policies of a financial
institution must include measures to guard and prohibit the financial institution against
establishing relationship with a shell bank.

(2) In this regulation, “shell bank’ shall mean a bank incorporated in a jurisdiction
in which it has no physical presence or which is unaffiliated with a regulated financial
group.
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Compliance officer
31.—(1) For the purposes of section 21(2) of the Act, a financial institution must
designate an officer at the management level as its anti-money laundering and combating
the finance of terrorism compliance officer (compliance officer) to perform the following
functions —
(a) be responsible for ensuring compliance with the Act and these
Regulations;
(b) be given appropriate and adequate authority and responsibility to implement
the requirements of the Act and these Regulations;
(c) have the authority to act independently and to report to senior management
above the compliance officer’s next reporting level.

(2) The compliance officer and other employees designated by such officer must have
timely access to customer identification data and other customer due diligence information,
transaction records and other relevant information.

(3) Subject to section 21(4) of the Act, a financial institution must provide the Unit with
the contact information, and any changes to such information for its compliance officer.

(4) The compliance officer’s contact information must be provided to the Unit in Form
5 set out in Schedule 2 — AML Compliance Officer Contact Information and Notification
Form and shall contain such details as set in the form.

Independent testing of compliance
32.—(1) For the purposes of section 21(3) of the Act, a financial institution must
establish and maintain an adequately resourced and independent audit function to test
compliance (including sample testing) with the procedures, policies and controls required
under this Part , including —

(a) attestation of the overall integrity and effectiveness of the written procedures,
policies, systems, and controls and technical compliance with the Act and
these Regulations;

(b) transaction testing in all areas of the financial institution with emphasis on
high-risk areas, products, and services to ensure that the financial institution
is complying with the Act and these Regulations;

(c) assessment of the employees’ knowledge of procedures, policies, systems,
and controls;

(d) assessment of the adequacy, accuracy, and completeness of employee training
programmes;

(e) assessment of the adequacy and effectiveness of financial institution’s process
for identifying and reporting suspicious transactions and activities, and other
reporting requirements under the Act and these Regulations.

(2) A financial institution may provide a copy of the report of the audit function
undertaken under sub regulation (1) to the Unit and a supervisory authority.

(3) Notwithstanding sub regulation (2), an auditor of a financial institution must report
to the Unit any suspicious information or transaction noted during the audit function.
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Staff recruitment and training
33.—(1) For the purposes of section 21(1)(a)(vii) of the Act, a financial institution
must put in place screening procedures to ensure high standards when hiring employees
and to prevent the employment of persons convicted of offences involving fraud and
dishonesty.

(2) Any procedure for screening employee must ensure that—

(a) employees have the high level of competence necessary for performing their
duties;

(b) employees have appropriate ability and integrity to conduct its business
activities;

(c) potential conflicts of interests are taken into account, including the financial
background of the employee;

(d) proper code of conduct requirements are defined;

(e) persons convicted of offences involving fraud, dishonesty or other similar
offences are not employed by it.

(3) For the purposes of section 21(1) (b) of the Act, a financial institution must
establish ongoing employee training to ensure that employees are kept informed of new
developments, including —

(a) information on current money laundering and financing of terrorism
techniques, methods and trends;

(b) aspects of anti-money laundering and combating the financing of terrorism
laws and obligations, and in particular;

(c) requirements concerning customer due diligence and suspicious and other
transaction reporting.

(4) The relevant supervisory authority or the Unit may issue guidelines in relation to the
development and implementation of internal procedures, policies, controls and programmes
by financial institutions.

PART 5 — SUPERVISORY AUTHORITIES

Relevant supervisory authoriry
34. For the purposes of section 42(c) of the Act, the relevant supervisory authority for
each of the entity set out in column 1 of Schedule 2 is the corresponding relevant authority
set out in the column 2 of that Schedule.

. Supervisory guidelines
35.—(1) The relevant supervisory authority may issue guidelines to the financial
institutions they supervise for purposes of implementing the requirements relating to
customer due diligence, record keeping and retention and reporting obligations and internal
controls and programs necessary to implement the obligations of the Act and to provide
guidance to financial institutions on the implementation of the requirements of the Act and
these Regulations.
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(2) The relevant supervisory authority may issue guidelines specifying what factors
the financial institution must take into account when determining whether customers are
of a higher risk.

(3) The relevant supervisory authority may issue guidelines specifying what factors
the financial institution must take into account when determining whether customers are
of a lower risk.

Guidelines for reporting of transactions
36.—(1) The relevant supervisory authority may issue guidelines in relation to the
reporting of financial transactions referred to in section 13 of the Act.

(2) The relevant supervisory authority may issue guidelines in relation to the
reporting of suspicious transactions referred to in section 14 of the Act.

Guidelines for internal procedures, policies, systems and controls
37. The relevant supervisory authority may issue guidelines in relation to the
development and implementation of internal procedures, policies, controls and programs
by financial institutions.

Supervisory authority or auditor to report suspicious transactions
38. For the purposes of section 15 of the FTR Act, a supervisory authority or an auditor
of a financial institution must report to the Unit any suspicious transaction or attempted
transaction or suspicious information in Form 1 as set out in Schedule 1.

PART 6 - BORDER CURRENCY REPORTING

Obligation to report to the Fiji Islands Revenue and Cusioms Authority
39.—(1) For the purposes of section 32(1) of the Act, a person who departs or arrives
in the Fiji Island with $10,000 and above in currency or negotiable bearer instruments on
his or her person or in his or her baggage must be—
(a) declared in the first instance on the Fiji Islands arrival card or the Fiji Islands
departure card; and
(b) reported to the Fiji Islands Revenue and Customs Authority in Form 4 set
out in Schedule 1, and shall contain such details as are set in the form.

Information exchange between the Fiji Islands Revenue and Customs Authority and the Unit
40. Pursuant to section 25(1)(g) of the Act, the Fiji Islands Revenue and Customs
Authority and the Unit shall exchange the following —
(a) border currency declaration and report referred to in regulation 4;
(b) information on the relevant provisions and operations of the Act;
(c) information on the Fiji Islands Revenue and Customs Authority in relation to
laws specified in the First Schedule of the Fiji Islands Revenue and Customs
Authority Act.
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PART 7 — FINANCIAL INTELLIGENCE UNIT

Agreement with Domestic Agencies

41. For the purposes of sharing and exchange of information under section 25(1) (d)
and (g) of the Act, the Unit may enter into an agreement or arrangement with the following
agencies and authorities:

(a)
(b)

(c)

(d)
(e)
)
(g)
(h)
(i)

The Ministry of Justice;

The Fiji Islands Revenue and Customs Authority, including the sharing of
border currency reports under Part 5 of the Act;

The Office of the Director of Public Prosecutions, subject to its constitutional
functions;

The Fiji Police Force, subject to its constitutional functions;

The Reserve Bank of Fiji;

The Immigration Department;

The Fiji Trade and Investment Bureau;

The Land Transport Authority;

Any other Government institution, agency or department.

Made this 30th day of April, 2007

A.S. KHAIYUM
Attorney-General, Minister for
Justice, Electoral Reform & Anti-Corruption
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SCHEDULE 1
(Regulations 24, 25, 26, 28, 31, 39)

REPORTING FORMS
Suspicious Transaction Report (STR)
Cash Transaction Report (CTR)
Electronic Funds Transfer Report (EFTR)
Form 4 Border Currency Report (BCR)

AML Compliance Officer Contact Information and
Notification Form
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SCHEDULE 1- FORM 1

8 Is this Person a Signatory to an Account(s) Affected by this
Transaction?

S PPN Yes | | No [ | wmarkwithatiex ¥
Details of Accountis):
Suspicious Transaction Report (STR) (1) Account Title/Name:
| |
Please Complete In Ink and Capital Letters | | |
Reporting of suspicious transactions is required under section 14 Account Number:
(1) (a) and (b) of the FTR Act 2004 and Part 3 of the FTR | I |
Regulstions. Failure to report or reporting false or mi 2 -
information may result in fines of up to $30,000 or 5 years focolmbTne
imprisonment or both or a fine of up to $150,000 for a corporate
body. | Finangial Ir
| | | |
PART A - IDENTITY OF PERSON CONDUCTING THE | | |
SUSPICIOUS TRANSACTION Branch | Office / Agency: |
1 Full Name (Title, Given Names and (2) Account Tithe/M
| | 11 — [
. M S S : ‘ | |
2 Date of Birth Account Number:
1] | | | | |
DD M M Ik A Account Type:
3 Geoupation, Elisiness ot Princiial Aty
= Financial
T T T
e B | !
Branch [ Office / Agency: |

9 How was the identity of this person confirmed ?

Phone: |

27k | (1) 1D Type:
| | |
. | i
Country: | | ! 1D Number:
Fhone: | | | |
5 Residential Address (Cannot be a PO Box) Issuer:
T 7 T 7 T
| | | | |
[ {2)ID Type:
k | e - 7
| | I ‘
E T ST ' = | Lo |
Country: | | | | | 1D Number:
Phone: | | | | | | =1
6 Citizen of Fiji Issuer:
T T T T T
Yes r_| No I_I Mark with a Tick ¥ ! | L | | ;
7 NON Fl1JI CITIZEN - Fiji Contact Address 10 Is a phot: of ID i hed?
' Yes [ | No | | makwimamex ¥ |

If more than one person is involved please provide the same details contained in Sections 1 - 10 for each person, where appropriate, and
attach.

Page 1of4
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PART B - DETAILS OF PERSON/ORGANISATION ON
WHOSE BEHALF THE TRANSACTION WAS CONDUCTED
{if appli

bia)
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PART C - DETAILS OF THE TRANSACTION

11 _Full Name of Person | Organisation

12 Occupation, Business or Principal Activity

13 Business Address (Physical and PO Baox)

Country:
Phone:

17 Date of Transaction

| / ! |
DD MM _ YVYVYY

18 Transaction Description (.5, Payrmant far Import ale.)

14 Residential Address {Cannot be a PO Box)

Country:
Phone;

19 Total Amount of this Transaction (Include Cash and Any
Other Components of the Transaction - If a Foreign Currency is
Involved, Convert the Amount to Fiji Dollars)

BB

15 Is this Person a Signatory to an Account(s) Affected by
this T

[ 1

Yes | | Ne Mark with a Tick ¥

20 If a Foreign Currency was Involved in this
Transaction, specify:

Foreign Currency
(g AUD)

Foreign Currency Amount
(eg $400,000)

Details of Account(s):
(1) Account Title/Mame:

Account Number:
21 If a cheque/bank draft/money orderitelegraphic
3 transferitransfer of currency or purchase or sale of any
|Account Type: was involved in this ion, please specify:
Financial Institution: Drawer/Ordering Customer:
Branch / Office | Agency: Payes/Favourae/Beneficiany:
) Account Title/Name:
22 If Another Fi Institution was Involved in this
Account Number: Transaction, Please Specify:
Mame of Finaneial Institution:
|Account Type:
Financial Institution: Branch | Office / Agency:
Branch / Office / Agency: Couniry:
}—_Aﬂﬂﬁf 5
Page 2 of 4 Fiji FiU STR - Dec2006
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Account Type:
23 Were any A of OTHER P [Organisati
Affected by this Transaction? Financial Institution:
Yes | | MNo | | warkwithaTick ¥
Details of Account(s): Branch / Office | Agency: |
(1) Account Ti
T PART E - GROUNDS FOR SUSPICION
nt T
pErONTES 29 Give Datails of the Nature and Circumstances
= 5 d
Fiancial Instiation: g and the Reason for Suspicion

Branch / Office / Agency: il

PART D - DETAILS OF THE RECIPIENT
PERSON/ORGANISATION

24 Full Name of Person/Organisation

Continue on Separate Pg. If Required...

]

of Person Conducting the ion if
Satisfactory Evidence of Identity is not Produced (e.g. Approx.
Age, Height, Build, Gender)

27 Residential Address {Cannot be a PO Box)

25 Occupation, Busi or Principal Activity
30 Is Additional Information Attached to this Report?
26 Address (Physical and PO Box) Yes | | MNo | | MarkwithaTick ¥
Please Specify:
FOHSE PART F - REPORTING FINANCIAL INSTITUTION:
Country: 31 Type of Financial Institution
Phene:

32 Full Name of Financial Institution

33 Name of Branch or Office or Agency Where the Transaction

Page Jof 4

Country: Oceurred
Phone:
28 Was an Account{s) Specified for the Recipient 34 Address of F al | {Physicat and PO|
P 1O fon? Box)
ves | | No | | arkwithaTick¥’
Detalls of Account(s):
(1) Account Title/Name:
PO Box:
Account Number:
Country:
Phone:

Fiji FIU STR - Dec2006



PART G - FINANCIAL INSTITUTION STATEMENT

35 Details of Authorised Person
Given Names and Sumname:

Position / Title:
Fhone:
E-Mail:

38 This Statement is Made Pursuant to the Requirement to
Report Suspicious Transactions Under the FTR Act and the
Regulations

Signature of Authorised Person:

Sign

Here X

o N T e )

DD MM NANSNEN:

47 Financial Institutions Internal Reference Number (if
applicable)

FLJI FINANCIAL INTELLIGENCE UNIT USE ONLY
s HRRAGRA T

Authorisation:
Comments:

169

Send Completed Forms Marked as CONFIDENTIAL to:

For Assistance Contact:

The Director
Financial Intelligence Unit
Reserve Bank of Fiji, Level 3 RBF Building
Pratt Street, Private Mail Bag, Suva, Fiji

Financial Intelligence Unit
Phone: (+679) 322 3333
Fax; (+679) 331 6454

Email: razim@rif.gov.f

Page 4of 4

FijiFIU STR - Dec2006
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FijiFIU
Fiji Financial Intelligence Unit
AAAALLAA“AA

CASH TRANSACTION REPORT (CTR)
$10,000 OR MORE

Please Complete in Ink and Capital Letters

Raporting of cash transactions is required bllaw under Section 13{1)
of the FTR Act 2004 and Part 3 of the FTR Regulations. Penalties exist
brla!mghoreponorforsuppimgmmleﬁemdmm
informatian. For the purpose of CTR reporting, “Cash™ means anCicoin|
or paper manel] that Is designated as legal tender in the countrrl of
issue and includes bank drafis, bank cheques, bearer bonds,
travellers’ cheques, postal notes and monerorders.

SCHED 'LE1-FORM 2
7_NON FII CITIZEN - Fiji Contact Address |

‘ ‘ ! N
| |
| |
8 Is this Person a Signator(ito an Account{s) Affected b{this
Transaction?

Yes D

Details of Account(s):
1) Account Title | Name:

i b o i e

Phore: | |

[ mekuitratex ¥

PART A - IDENTITY OF PERSON CONDUCTING

THE CASH TRANSACTION

hiee ! + =
i

1_Full Name (Tille, Given Names and Sumarne]
BRI ‘ I 5

Account Number:
T | T T | T | T T 1

(2) Account Title / Name:
I o !

|
— e T
2 Date of Birth | L] [f | Financial Insfitution: Branch | Office / Agenc:
i A o R o . | | | | |
3 Occupation, Business or Principal Activit] |
[ i s __I | e KT Account Number:
S S T AEE . I il '
I ) S5 e D W L A
| | {1 | 9 How was the identit[ of this person confirmed?
| | | IS (1)10 Trpe: .
| S | :
4_Business address (Ph'sical and PO Box) | il | |
o | 1 L ID Number: i
0 T 1 i 8 s 1 L l ' LT |
e HEIHS ’EuL
e} | fil | T i |
PoBoc | | | | | 1 .____..i R R
: ' | el A
|
fh=: el Sl b A | B tiict 213310 m e Lk A AR I o e
i 0 g R T
Countrt | | | ! ID Number:
Phone: | it l =9 | | [ 7=
liguer.
be a PO Box) i EY fiei | | |
7t T
13 | &l i} 10 IsaP 1D Docu hed?
L] Yes [ ] No [ ] MarkwithaTick
B i
|
Countrt || | = } [EIEER . e
\Phone: | | | | |
6 Citizen of Fiji 11' moreihan one person uwnived please pfovh:le same deh\iis ]
Yes No [ merkwihaTix ¥

Page 1of4

l:untamed in'Sections 1 - 10 for each person, where aPPWPl']at!
s & and attach. Mz

Fiji FIU CTR - Dec2006
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PART B - DETAILS OF PERSON | ORGANISATION ON
WHOSE BEHALF THE TRANSACTION WAS CONDUCTED (if
applicable) R

PART € - DETAILS OF TRANSACTION

11_Full Name of Person / Organisation 16 Date of Transacti
DD M M b g
17 Cash Direction
12 _Business Address (Phical and PO Box) i
Cash paid IN D Cash paid OUT |:I

Mark with a Tick v

PoBa: EE
| 18 Cash T_pes Involved and Amount (Include Cash and AnlIOther

Ci of the T ion - If a Foreign CurrencCis Involved,

Coumtriy | 1] 0 | | ! ! Convert the Amount to Fiji Dollars)

Phone: | 14 it ) | | |

13 _Residential Address (Cannot be a PO Box) FJD | ) —’
Please Specif(ithe Cash Tipes Involved in This Transaction
T_pe of Cash Amount (FJD)

Countr | | .

Phone: ;

14 Occupation, Business or Principal Activit(]

19 Ifa Foreign CurrencWas Involved in this

Transaction. Specifit
CurrencliCode Foreign CurrencliAmount
15 Is this Person a Signator(ito an Account(s) Affected biithis ecAue)y - o feaAUB40000F . L L |
Transaction? =t 5 BTSN fek 0 o) B (A
| i { } + 1 | | } } Bk
Yes D No I:‘ Mark witha Tick - ¥/ I | s e | | .
Details of Account(s): R . 340 5 B
(1] Account Title / Name: | | -
i 0 T 8 0 S e B R 5 20 of Transaction(s} Involved
Financial Institution: Branch / Office { Agenc Transaction Trpe bk v

| | | | |l = 1 Cash: Deposit / Withdrawal

! | | ! ! Bank Cheque: Issue | Redempti
e i e —
! Foreign Currenc(1& Exchange Transaction

{2) Account Title / Name: Funds Transfer, Remittance, & Card Transaction
| | Trading in Bonds, Securities, Shares, ete.

Unit Trust, Trustee & Trust Fund Transaction

Financial Institution: Branch / Office { Agenc ! aniLeasing/Credit Funds: Advance | [mant

e & Investment Transaction
| ! | | | ji) | Safe Deposit Box Transaction
Account Numbsr: nce & FNPF Related Transaction
- gﬁ niow |

Page 2of 4 Fiji FIU CTR - Dec2006
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21 Transaction Description (eg Palment for Imports)

22 If a Cheque/Bank DraftMone(] Order/Telegraphic
Transfer/Transfer of Currenc or Purchase or Sale of anT Securit’]
was Involved in this Transaction, please specifi:

Drawer | Ordering Customer:

PART D'- DETAI

'S OF THE RECIPIENT PERSON | |
ORGANISATION 2

25 Full Name of Person / Organisation

26 Business Address (Phisical and PO Box)

Name of Financial Insfitution:

PO Bax:
Palee / Favouree / Beneficiar!

Countr(2

Phone:

27 Residential Address {Cannot be a PO Box)
23 If Another Fi was Involved in this
Transaction, Please Speciflt

Page 3of 4

Branch { Office £ (183
Countrit Countrt
Phone:
24 Was Account{s) of OTHER Persons | Organisations Affected 28 Occupation, Business or Principal Activit’
b this 7
Yes I:l No l:l Mark with a Tick v
Details of Account{s): 29 WasanA nt(s) Affected for the pient Person [
{1) Account Title / Name: Organisation?
Yes D No D Mark with a Tiek ¥
Financial Institution: Branch / Office { Agencl:
|5l e | hE | & Details of Account(s):
|i1} Account Title | Name:
Account Number:
Financial Institution: Branch / Office fAgenct |
(2) Account Title f Name: = il e AL | sl
Financial Insfitution: Branch | Office { Agenc Account Number:
2) Account Title [ :
Account Number:
Financial Institution: Branch / Office / Agenclt
\Account Number:

Fiji FIU CTR - Dec2006
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30 s Additional Information Attached to this Report? (Transaction

Histor(] Signature Card, Insurance Polict] Share Certificats, Land Titks)

PART F - FINANCIAL INSTITUTION STATEMENT

Yes [ ] No [] wakwithamiek ¥ 35 Detalls of Authorised Person
Given Names and Sumname:
Please Specift
Position / Tite:
Phaone:
E-Mail:
PART E - REPORTING FINANCIAL INSTITUTION' 36 This Statement is Made P to the R to

Cash Transactions Under FTR Act and the Bugtlllathon&

31 Tipe of Financial Institution (e.g Bank, FX Dealer, Landing Compan’] Elgnalum DA Re Bersare
Compant; Lagal A )
Sgn ‘
Here
Date:
32_Full Name of Financial Institution LJ ‘f l ‘ |‘f ‘ ] ‘ ‘ '
| DD MM '

33 Name of Branch [ Office / Agencriwhere the Transaction

37 Financial Institutions Internal Refarence Number  (if

oceurred

34 Busi Address of Financial Institution (Phisical and
PO Box)
FLJI FINANCIAL INTELLIGENCE UNIT USE ONLY
S s e e
1 Authorisation:
PO Box: Comments:
Countrit
Phane:

Send Completed Forms Marked as CONFIDENTIAL to:

For Assistance Contact:

The Director
Financial Intelligence Unit
Reserve Bank of Fiji, Level 3 RBF Building

Pratt Street, Private Mail Bag, Suva, Fiji

Financial Intelligence Unit
Phaone: (#679) 322 3333
Fax: (+679) 331 6454
Email: razim@rbf.gov.

Page 4 of 4
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SCHEDULE 1
(Regulation 31)

FORM 5 — AML Compliance Officer Contact Information and Notification Form

For the purposes of section 21(2) of the Act and Regulation 31, the compliance officer’s
contact information is provided below.

A. Name and Parti of AML Complia er
1. Full Name:
2. Date of Appointment:
3. Term of Appointment (if applicable):
4. Other Functions/Designation of the Compliance Officer:
5. Full Contact Details

e Telephone: Mobile:

¢ Facsimile: Email:

B. NAME AND ADDRESS OF FINANCIAL INSTITUTION

6. Name of Financial Institution:
7.  Address:

. Name and ion of Appointin
8.  Name of appointing authority:
9.  Designation:

10. Declaration:

a. I am aware of the roles and responsibilities of the AML Compliance
Officer as provided under the Act and the Regulations.
b.  Ihereby make the above appointment who shall;
e be responsible for ensuring compliance with the Act and this
Regulation;
e be given appropriate and adequate authority and responsibility
to implement the requirements of the Act and this Regulation;
* have the authority to act independently and to report to senior
management above the compliance officer’s next reporting.
e have timely access to customer identification data and other
customer due diligence information, transaction records, and
other relevant information.



180

c. I declare that I have the authority to make this appointment and

declaration.
d. I declare that all information given in this form is true and correct.

Dated this day of 20

Signed:

11.  Stamp/Seal of Financial Institution:

SCHEDULE 2
(Regulation 34)

RELEVANT SUPERVISORY AUTHORITY

Financial institutions Relevant supervisory authority

M @

Financial institutions licensed, regulated
or supervised by the Reserve Bank of Fiji Reserve Bank of Fiji

Financial institutions licensed, regulated

or supervised by the Capital Markets Capital Markets Development
Development Authority Authority
Other financial institutions Financial Intelligence Unit
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